
パスキーを登録する⽅法

パスキー認証のご利⽤には、パスキーに対応した利⽤環境が必要です。資料最後に掲載の、
「パスキーの推奨環境」をご確認のうえ、ご利⽤の端末の設定を事前にご確認ください。

プラスネットアプリからはパスキーの登録はできません。当社ホームページより、プラス
ネットのブラウザ版でログインのうえパスキーのご登録をお願いいたします。

パスキー認証をご利⽤されない場合は、引き続き、「メール認証」または「ワンタイムパス
ワード（アプリ認証）」でログインいただけます。

✔

第三者による不正なログインや取引からお客様の資産と情報を守るため、セキュリティ強化の⼀環 
としてプラスネットへのログイン時に「パスキー認証」を導⼊しました。
2026年5⽉中旬以降はお取引や⼊出⾦など⼀部メニューのご利⽤にパスキーでのログインが必須と 
なる予定です。スムーズにご利⽤いただくため、必須化前にパスキーのご登録をお願いいたします。
 

パスキー認証の特徴

−以下のようなロック解除機能を使⽤します−

複雑なパスワードの⼊⼒不要 スムーズなログイン

従来、ログイン時に必要であった「⼝座番号」や「ログインパスワード」「ワンタイムパス
ワード」などの⼊⼒が不要となり、お客様のスマートフォンやパソコンに備わっている⽣体認
証（顔認証・指紋認証）やPINコード、パターン認証などを使って本⼈確認を⾏うことでログ
インできる、便利な認証⽅法となります。

セキュリティ向上✔ ✔ ✔

パスキーとは、従来のパスワード認証に代わる、簡単で安全な次世代の認証⽅法です。

パスキー認証について

パスキー認証に関するご留意事項

パスキー認証の設定・ログイン⽅法

₋ 1 ₋

パスキーとは、従来のパスワード認証に代わる、簡単でより安全な次世代の認証方法で
す。 
お客様のスマートフォンやパソコンに備わっている生体認証（顔認証・指紋認証）やPINコー
ド、パターン認証などを使ってログインを行うため、 
パスワードを記憶したり、入力したりする必要がありません。情報漏えいやフィッシング詐
欺による不正アクセスの防止に効果的で、安心かつ簡単に 
ログインいただけます。 
 
顔認証や指紋認証などの生体情報は、お客様の端末上での認証にのみ使用され、当社に
お客様情報が提供されることはありません。 

＜パスキー認証の特徴＞ 
①セキュリティ向上 
ログイン情報（口座番号やログインパスワード等）の入力が不要なため、パスワードの漏え
いやフィッシング詐欺の被害にあう可能性を軽減することができます。 
②複雑なパスワードの入力不要 
顔認証やPINコードなど、お客様が設定している端末のロック解除方法を使ってログインす
るため、複雑なパスワードを覚えたり、入力する必要がありません。 
③スムーズなログイン 
ログイン情報の入力や従来の二要素認証（メール認証やワンタイムパスワード）が不要と
なり、スマートフォンやパソコンのロック解除と同じ方法で本人確認を行うことで、スムーズ
にログインいただけます。 

セキュリティ向上
パスワードの⼊⼒が不要なため、漏えいやフィッシング詐欺の被害にあう可能性を軽減します。

複雑なパスワードの⼊⼒不要
⽣体認証やPINコードなどお客様が設定している端末の画⾯ロック解除⽅法を使ってログイン
するため、複雑なパスワードを覚えたり、⼊⼒する必要がありません。

スムーズなログイン
ログイン情報の⼊⼒や従来の⼆要素認証（メール認証やワンタイムパスワード）が不要となり、
端末の画⾯ロック解除と同じ操作でスムーズにログインいただけます。

顔認証

−以下のようなロック解除機能を使⽤します−

複雑なパスワードの⼊⼒不要 スムーズなログイン

従来、ログイン時に必要であった「⼝座番号」や「ログインパスワード」「ワンタイムパス
ワード」などの⼊⼒が不要となり、お客様のスマートフォンやパソコンに備わっている⽣体認
証（顔認証・指紋認証）やPINコード、パターン認証などを使って本⼈確認を⾏うことでログ
インできる、便利な認証⽅法となります。

指紋認証 PINコード パターン認証

セキュリティ向上

✔ ✔ ✔

パスキーとは、従来のパスワード認証に代わる、簡単で安全な次世代の認証⽅法です。
ログイン情報（⼝座番号‧ログインパスワード）の⼊⼒やメールやワンタイムパスワードによる⼆
要素認証が不要となり、スムーズにログインすることができます。

✔

パスキー認証の特徴

顔認証

−以下のような端末の画⾯ロック解除機能を使⽤します−
複雑なパスワードの⼊⼒不要 スムーズなログイン

ログイン情報（⼝座番号‧ログインパスワード）の⼊⼒やメールやワンタイムパスワードによ
る⼆要素認証が不要となり、お客様の端末に備わっている⽣体認証（顔認証・指紋認証）や
PINコード、パターン認証などを使って本⼈確認を⾏うことでログインできます。

指紋認証 PINコード パターン認証

セキュリティ向上

パスキーとは、従来のパスワード認証に代わる、簡単で安全な次世代の認証⽅法です。
お客様のスマートフォンやパソコンに備わっている⽣体認証（顔認証・指紋認証）やPINコード、
パターン認証などを使って本⼈確認を⾏うことでログインできる、便利な認証⽅法となります。

✔✔✔

パスキー認証でのプラスネットログインイメージ

✔

✔

2026年5月中旬以降 は、お取引や入出金など
一部メニューのご利用にパスキーでのログイ
ンが必要となる予定です。
スムーズにご利用いただくため、必須化を待た
ず、事前にパスキーのご登録 をお願いいたし
ます。

スムーズにご利用いただくため、 必須化前に事
前登録をお願いいたします。

2026年5月中旬以降は、お取引や入出金など
一部メニューのご利用にパスキーでのログイン
が必須となる予定です。
スムーズにご利用いただくため、 必須化前に事
前のパスキー登録 をお願いいたします。

✔

✔



お客様の端末設定やOSバージョン等により画⾯表⽰や操作⽅法が異なります。ご利⽤環境に応じて、
画⾯の指⽰に沿って操作をお願いします。

プラスネットアプリからはパスキーの登録はできません。ブラウザ版よりご登録をお願いします。

1 パスキーを登録する端末でプラスネットにログイン

❶ お客様コード・ログインパスワードを⼊⼒

➋ [ログイン] を選択

トップ画⾯より[⼝座情報]＞[登録情報照会]＞[パスワード関連]をクリック
[パスワード関連］のパスキー欄の[登録]をクリックしてください。
※パスキーを追加する場合は、[追加登録]をクリックして画⾯に沿って登録ください。

✔

✔

2

岩井 太郎 様

➌ [登録] をクリック

お客様コード・ログインパスワードを⼊⼒のうえ、「ログイン」ボタンを選択し、メール認証ま
たはワンタイムパスワードによる⼆要素認証を⾏ってログインしてください。

1 パスキーを登録する端末でプラスネットにログイン

お客様コード・ログインパスワードを⼊⼒の上、「ログイン」ボタンを選択し、メール認証 ま
たはワンタイムパスワードによる⼆要素認証を⾏ってログインしてください。

2 [⼝座情報]＞[登録情報照会]＞[パスワード関連]へ遷移

₋ 2 ₋

[パスワード関連]のパスキー欄の[登録]をクリックしてください。
※別の端末でパスキーを追加で登録する場合は、「       」より画⾯の指⽰に沿って
登録してください。

イメージです。実際と異なる場合があります

❶ [⼝座情報] をクリック

➋ [登録情報照会] をクリック

※表⽰はイメージです。実際の画⾯とは異なる場合があります。
パスキーを登録する⽅法



お客様の端末設定やOSバージョン等により画⾯表⽰や操作⽅法が異なります。ご利⽤環境に応じて、
画⾯の指⽰に沿って操作をお願いします。

プラスネットアプリからはパスキーの登録はできません。ブラウザ版よりご登録をお願いします。

3 パスキー登録のための追加認証
✔

✔

岩井 太郎 様

➌ [登録] をクリック

パスキー項⽬の登録ボタンをクリックすると、メールアドレスまたはワンタイムパスワードに
よる追加認証画⾯が表⽰されますので、認証をお願いします。

1 パスキーを登録する端末でプラスネットにログイン

お客様コード・ログインパスワードを⼊⼒の上、「ログイン」ボタンを選択し、メール認証 ま
たはワンタイムパスワードによる⼆要素認証を⾏ってログインしてください。

パスキーを[登録]をクリック

₋ 3 ₋

イメージです。実際と異なる場合があります

■ メール認証の場合  ※ワンタイムパスワード未設定の⽅

■ ワンタイムパスワード（アプリ認証）の場合

❶ [認証コード] を⼊⼒

➋ [認証] をクリック 選択したメールアドレスに送信された
「認証コード」を⼊⼒します。

❶ [ワンタイムパスワード] を⼊⼒

➋ [認証] をクリック

4

岩井 太郎 様

❶ [登録] をクリック

※表⽰はイメージです。実際の画⾯とは異なる場合があります。
パスキーを登録する⽅法



5 お使いの端末上でのローカル認証画⾯へ遷移
✔

✔

岩井 太郎 様

➌ [登録] をクリック

パスキー登録ボタンをクリックすると、お使いの端末でローカル認証画⾯が表⽰されます。
表⽰された画⾯に従い、端末のロック解除と同様の⽅法で本⼈確認を⾏ってください。
※お客様の端末設定やブラウザ、OS等の種類により認証⽅法についての画⾯表⽰や操作⽅法が
異なります。ご利⽤環境に応じて、画⾯の指⽰に沿って操作をお願いします。

1 パスキーを登録する端末でプラスネットにログイン

お客様コード・ログインパスワードを⼊⼒の上、「ログイン」ボタンを選択し、メール認証 ま
たはワンタイムパスワードによる⼆要素認証を⾏ってログインしてください。

パスキーの登録完了

₋ 4 ₋

6

例）Windows HelloのPINを利⽤する場合
※PINとは、パソコンにサインインする際の暗証番号をいいます

❶ [PIN] を⼊⼒●●●●

➋ [OK] をクリック

認証に成功するとパスキーが保存され、パスキー登録受付画⾯に遷移します。
パスキー登録先にお使いの端末のパスキー情報が表⽰されていれば、登録は完了です。

※ご登録完了後、プラスネットへご登録いただいているメールアドレスへパスキー登録完了
のお知らせが送信されますので、メールをご確認ください。

✔

パスキーは、1⼝座につき最⼤3つまで登録可能です。

プラスネットのご利⽤にあたり、複数の端末を普段ご利⽤の場合は、それぞれの端末で
パスキーをご登録いただくことをおすすめします。

✔

✔

※表⽰はイメージです。実際の画⾯とは異なる場合があります。
パスキーを登録する⽅法



お客様の端末設定やOSバージョン等により画⾯表⽰や操作⽅法が異なります。ご利⽤環境に応じて、
画⾯の指⽰に沿って操作をお願いします。

プラスネットアプリからはパスキーの登録はできません。ブラウザ版よりご登録をお願いします。1 ログイン画⾯より[パスキーでログイン]を選択

❶ [パスキーでログイン] を選択
トップ画⾯より[⼝座情報]＞[登録情報照会]＞[パスワード関連]をクリック
[パスワード関連］のパスキー欄の[登録]をクリックしてください。
※パスキーを追加する場合は、[追加登録]をクリックして画⾯に沿って登録ください。

✔

✔

2

パスキーを登録した端末でプラスネットログイン画⾯より、[パスキーでログイン]を選択します。
お客様コードとログインパスワードの⼊⼒は必要はありません。

1 パスキーを登録する端末でプラスネットにログイン

お客様コード・ログインパスワードを⼊⼒の上、「ログイン」ボタンを選択し、メール認証 ま
たはワンタイムパスワードによる⼆要素認証を⾏ってログインしてください。

2 パスキー認証を実施してログイン

₋ 5 ₋

※表⽰はイメージです。実際の画⾯とは異なる場合があります。

⼊⼒の必要はありません

例）Windows HelloのPINを利⽤する場合
※PINとは、パソコンにサインインする際の暗証番号をいいます

[パスキーでログイン]ボタンを押すと、パスキー認証画⾯が表⽰されますので、保存したパスキー
で認証を⾏ってください。パスキー認証が完了するとトップ画⾯が表⽰されます。
※お客様の端末設定やブラウザ、OS等の種類により認証⽅法についての画⾯表⽰や操作⽅法が
異なります。ご利⽤環境に応じて、画⾯の指⽰に沿って操作をお願いします。

パスキーでログインするには、事前にプラスネットよりパスキーの登録が必要です。✔

●●●●
❶ [PIN] を⼊⼒

yyyy/dd/mm

yyyy/dd/mm岩井 太郎 様
XXX-XXXXXXX（取引店 XX部店）

パスキーでログインする⽅法

ログイン完了！



お客様の端末設定やOSバージョン等により画⾯表⽰や操作⽅法が異なります。ご利⽤環境に応じて、
画⾯の指⽰に沿って操作をお願いします。

プラスネットアプリからはパスキーの登録はできません。ブラウザ版よりご登録をお願いします。

トップ画⾯より[⼝座情報]＞[登録情報照会]＞[パスワード関連]をクリック
[パスワード関連］のパスキー欄の[登録]をクリックしてください。
※パスキーを追加する場合は、[追加登録]をクリックして画⾯に沿って登録ください。

✔

2

1 パスキーを登録する端末でプラスネットにログイン

お客様コード・ログインパスワードを⼊⼒の上、「ログイン」ボタンを選択し、メール認証 ま
たはワンタイムパスワードによる⼆要素認証を⾏ってログインしてください。

₋ 6 ₋

※下記推奨環境はパスキー導⼊時点となります（2026/2/9時点）。

⼊⼒の必要はありません

yyyy/dd/mm

  パスキー認証は、端末の画⾯ロックを解除するための認証⽅法を使⽤します。
  WindowsパソコンであればWindows Helloの設定が、スマートフォンやであれば⽣体認証
  （顔認証・指紋認証）・PINコード・パターン認証等が設定されているかご確認ください。

※お使いの端末における画⾯ロック解除設定⽅法等については、パソコンメーカーや携帯電話会社
へのご確認をお願いいたします。
※以上の条件を満たしていても、お客様のご利⽤環境よっては正常に動作いただけない場合がござ
いますので、あらかじめご了承ください。

パスキー認証をご利⽤いただくには、以下の条件を満たす端末が必要となります。

パスキー認証は、端末の画⾯ロックを解除するための認証⽅法を使⽤します。
WindowsパソコンであればWindows Helloの設定が、スマートフォンであれば⽣体認証（顔認証・指
紋認証）やPINコード、パターン認証等が設定されているかご確認ください。

デバイス OS ブラウザ パスキー保存先

パソコン

Windows 11 24H2 
 ※タッチパネルでの操作を除く

Microsoft Edge 
142.x

Windows Hello
Firefox 145.x

Chrome 142.x

mac OS 14.x(Sonoma) Safari 17.x

iCloudキーチェーン
（パスワード）

mac OS 15.x(Sequoia) Safari 18.x

mac OS 26.x(Tahoe) Safari 26.x

タブレット

iPadOS(17.x, 18.x, 26.0, 26.1)
標準ブラウザ
(Safari)

iCloudキーチェーン
（パスワード）

Android(10.0, 11.0, 12.0, 13.0, 14.0, 15.0, 16.0)
標準ブラウザ
(Chrome142.x)

Googleパスワードマネージャー

スマートフォン

iOS(17.x, 18.x, 26.0, 26.1)
標準ブラウザ
(Safari)

iCloudキーチェーン
（パスワード）

Android(10.0, 11.0, 12.0, 13.0, 14.0, 15.0, 16.0)
標準ブラウザ
(Chrome142.x)

Googleパスワードマネージャー

パスキーの利⽤推奨環境

パスキー認証は、端末の画⾯ロックを解除するための認証⽅法を使⽤します。
WindowsパソコンであればWindows Helloの設定が、スマートフォンであれば⽣体認証（顔認証・
指紋認証）やPINコード、パターン認証等が設定されているかご確認ください。

パスキー認証をご利⽤いただくには、以下の条件を満たす端末が必要となります。

✔


